
WordPress Disaster Recovery Planning Worksheet
First, we collect all information about accounts, addresses and passwords – all developer may need to restore your website
Your Website
· Website URL:

· WordPress admin login URL:

· WordPress admin username:

· WordPress admin password:
Hosting Provider
· Company name: 

· Website URL (for billing and support):

· Support PIN code (some hosting providers, like GoDaddy, have a special pin code which is used when you call support to confirm identity)

· Your account username / email:

· Your account password:
Control Panel Access
Some providers have same username and email to access billing account and control panel (where you setup your website, access files and databases), but some have a separate set of credentials. Sometimes there is no control panel, then substitute it with SSH or FTP access, plus MySQL access details. If not sure, ask developer who setup your website. 
· Control panel URL:

· Account username:

· Account password:
Domain Registration Account (DNS access)
In some cases we have no choice but to move site to another provider. This is fine, but we need to be sure we have access to your domain's DNS records. It may just a part of your hosting account, but quite often it's not. Again, if not sure, ask your web developer.
· Domain Registration Company Name:

· Account login URL:

· Account username:

· Account password:
Automatic Backups
This is the simple insurance for you – setup a daily backup which is done automatically. See if your hosting providers offer this option (just make sure you physically can access all backups and download, don't rely on their promise that “yes, we do have daily backups”. There are plugins available as well as 3rd party services like ManageWP for automated backups.

· Backup System (plugin, 3rd party system): 

· Backup Storage (don't just store backups on the same hosting account!) Access URL:

· Username: 

· Password:
Off-site manual Backup
Automated backups are great, but have a copy of your own manual backup from the website when you are sure “everything worked”. Sometimes issues are not noticed right away and automated backups may have damaged files or uploaded malware in them. Typical WordPress backup should have all files from the hosting account and also a database dump. It's a good practice to have a manual backup done BEFORE and AFTER any major change to your website. 

IMPORTANT! Store backup in a secure place, but also make sure you can access it from anywhere. Backup on compact disk or flash drive locked in your office is a good idea, but won't help if you need to give a quick access to developer when site is down, so consider online secure storage – Dropbox, for example.

· Backup access URL:

· Username: 

· Password:

3rd Party Systems
List all the 3rd party systems your websites uses. Here is a list of most common to get you started. If you website uses those or any other integration, list service name, username and password for each. In some cases you may need to have access key (or API key), list them here as well.

· WordPress Theme key (for purchased themes)

· Paid plugins access keys / accounts info (Gravity forms, Sumo me, etc)

· Payments processing (Stripe, PayPal, etc)

· Mailing lists / CRM (Mailchimp, ActiveCampaign, etc)

· Google analytics

· Any other 3rd party account...
That's it! 
Your web developer will love you if next time you call them with any sort of trouble, you will have this completed worksheet ready.
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